Template - Azure AD Connect - Roll over Kerberos decryption key

Link to alert

**Description**

Configure Seamless SSO using Azure AD Connect which creates a computer account (AZUREADSSOACC) in each Active Directory forest where Seamless SSO is configured. The computer account is used for Kerberos tickets when signing on to Azure AD and thus should be treated as sensitive. The Kerberos decryption key for the computer account is securely shared with Azure AD and should also be treated as sensitive. A roll over of the Kerberos decryption key for this computer account is recommended at least every 30 days.

**Classification**: Request

**How to investigate/remediate**

<https://docs.microsoft.com/en-za/azure/active-directory/hybrid/how-to-connect-sso-faq#how-can-i-roll-over-the-kerberos-decryption-key-of-the--azureadsso--computer-account->